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1	Decision/action requested
In this box give a very clear / short /concise statement of what is wanted.
2	References
33.819
3	Rationale
[bookmark: _GoBack]TR is missing details on TSC security. We argue that this is already covered by 33.501.
4	Detailed proposal
CHANGE 1
6.X	Solution #X: TSC security 
6.X.1	Introduction
This solution addresses key issue #4.1 on time sensitive communication (TSC). TSC allows the 5G System to be integrated transparently as a bridge in an IEEE TSN network.
According to clause 5.28.1 of 23.501, 5GS functions acts as one or more TSN Bridges of the TSN network. The 5GS Bridge is composed of the ports on the UPF (i.e. PSA) side, the user plane tunnel between the UE and UPF, and the ports on the UE/TT side. For each 5GS Bridge of a TSN network, the ports on the UPF/TT side support the connectivity to the TSN network, the ports on the UE/TT side are associated to the PDU Session providing connectivity to the TSN network.
6.X.2	Solution details
The 5G System functions are integrated transparently as one or several TSN Bridges in an IEEE TSN network. The same security as for primary authentication between a UE and the 5GS shall apply for a TSN Bridge connecting via a 5GS TSN Bridge with another TSN Bridge. 


CHANGE 2
X	Conclusion on TSC security 
Solution 6.X is selected.
